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NOTICES

NOTICE OF CONFIDENTIALITY

The contents of this document including all methods, descriptions, text, images, designs and operations
displayed and/or described herein are proprietary and company confidential. No content of this document
may be transmitted by verbal, written, electronic or any other method of communication to any person or
entity outside of Precision Diagnostic Systems, Inc. Any unauthorized release of this information by any
means is prohibited and punishable by law. This means you.

Copyright 2013 Precision Diagnostic Systems, Inc.

SCOPE OF THIS DOCUMENT

This document describes the procedure to build FastPACS WebWorkstation specifically on a computer
with Microsoft Windows 7 Professional Operating System and Internet Information Services version 7.x.
This document only applies to WebWorkstation and does not apply for an installation of FastPACS on
Windows Server or other configurations. This document assumes the computer Operating System is
already installed and configured. Note that some screenshots are from Windows XP systems but
instructions will apply to a Windows 7 installation unless otherwise noted.

Failure to execute these procedures in the order presented may produce unpredictable results.

Initial Release: 1/2013
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ARCHIVE INSTALLATION PART 1

This step is for 32-bit installations only: From the latest Distribution, drag the bdinstall5 folder to the
desktop of the target computer. Double-click the folder to open it and launch “Setup.exe” to install the
Borland Database Engine. As of this writing bdinstall5 will not install on 64-bit systems. Skip this
step if the target system is a 64-bit system. Without bdinstall5 installed, searching the Conquest
database by Patient Name within Conquest Server will not be possible but searching by Patient ID
can be done. The lack of the Borland Database Engine does not affect the interaction with other
DICOM devices or workstations.

Note: There are two “setup” files in this folder. Launch the one with the computer icon, not the one with
the icon of the globe.

Accept the default values for the installation and allow the installation to finish:

& bdeinstall5

Eile Edit View Favorites Tools Help

QBack T & ﬁ /7 Search Folders .v

Address || 2) C:\Documents and Settings\Administrator\Desktop\Distr 2-6-09\dicomserveribdeinstalls v a Go
lSDEL
> rling T
SETUP 1
rET] 1E File
> ==2 51 K8
kg Share this folder ‘
‘h‘ _SETUP.DLL DISKl ) (]
~ . 3.0.105.0
Other Places X W | Setup Launcher Resource
SETUP i SETLP
Setup Launcher { SETUP f E) rrij ration Settings
Instal \vh\ar

Description: Setup Launcher { SETUP.| EXE) SETUP.PKG
Company: InstallShield Corporation, Inc. PKG File
File Yersion: 3.0.111.0 1KE

File and Folder Tasks A

=) Make a new Folder
g Publish this folder to the
Web

) dicomserver
(L) My Documents
) Shared Documents
_é My Computer

\3 My Metwork Places

I
Date Created: 7/10/2009 5:57 PM
Size: 44.2 KB

Details

Move the bdinstall5 folder from the desktop to the recycle bin.
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ARCHIVE INSTALLATION PART 1 (cont.)

From the latest Distribution, drag the “dicomserver14xx” folder directly to the root of the C: drive of the

target computer:

My Computer

File Edit View Favorites Tools Help

4 My Computer

’ Search

Folders E’ -

Address

Files Stored on This Computer

// Shared Documents /, Administrator's Documents
Hard Disk

mew/

Devices with Removable Storage

2

System Tasks

View system information
i) Addor remove programs
[ Change a setting

Other Places

\3 My Network Places
(L) My Documents
() Shared Documents
[ Control Panel

Folders -

ator\Desktop\Distr 2-6-09\dicomserver

j bdeinstalls

[ dicomserver1414

H ... ()

Open the C: drive and rename the folder “dicomserver14xx” to “dicomserver”:

Open the c:\dicomserver folder and double-click ConquestDICOMServer:

CongquestDICOMServer
DICOM server user interface
Metherlands Cancer Institute

[i Description: DICOM server user interf

In the window that opens, choose “Built-in DBASEIII without ODBC (*DBF)” from the drop-down menu

and click “OK”.

New Installation
This is a new installation; please select the (ODBC) database to
be used, push OK, then fill in the configuration page and push

‘Save configuration’. Then proceed to the installation page. Or
use the default install button to install without questions.

X

Conquest DICOM server
Vers. 1.4.14 The Netherlands Cancer Institute

Database type I Built-in DBASEII without ODBC [*.DBF)

Cancel

=

Default install |

COMPANY CONFIDENTIAL
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ARCHIVE INSTALLATION PART 1 (cont.)
The server configuration window will now open.
Make the following changes:

* Change DICOM Server AETitle from CONQUESTSRV1 to FPSRV1

* Change TCP/IP Port Number from 5678 to 5680

* Under “Images on disk are stored:” Click on “Uncompressed”

* Under “Images on disk are named:” Click on “DCM (standard format)”
* Click in box “Keep Server Alive”

* Click the “Save configuration” button

[fc

uest DICOM server 1.4.15 - FPSRV1

Installationl Maintenancel Known DICOM providersl Browse databasel Server statusl Query / Move]

This screen contains essential parameters for operation of the ConQuest DICOM server.

Local unique name of this DICOM server [application entity, AE) IFPSH\H
TCP/P port to use (other DICOM systems must know this number) : ISSSU

Local disk directory to store DICOM images: | ¢ ] ~|

Make directory | BBCd\ =
icomserver

[v Enable JPEG support using OFFIS tools

Images on disk are stored: () 000334347
£ 001006342

(£ 001028013

(¢ Uncompressed

" NKl compressed. € JPEG or NKI £ 01234123

(" LosslessJPEG ¢ LossyJPEG (£ 041311

¢ JPEG or Uncompressed £ 1234567
£ 3223

Images on disk are named: (£ 500402

" 2 (allows NKI compression) £ 889

- £ 8892

(¢ DCM [standard format) & 989

Cleanup disk below: (MB) ID (£ dbase | |

(3 HEAD_EXP_00097038

Cleanup nightly below: (MB) IIJ (£ printer_files LI
Belov |1] B, move ta; | 'I C:Adicomserveridata

[V Keep Server Alive free dish space: S84 megaiie

=10l ]

Save configuration |

Update ODEBLE data source |

Restore original configuration |

Install server as NT service |

Uninstall server as NT service |

Hide the server (as tray icon) I

About this server |

Close the server |

COMPANY CONFIDENTIAL

Page 6



ARCHIVE INSTALLATION PART 1 (cont.)

The DICOM Server will now switch to the “Installation” Tab:
Do the following:
* Click “Verify TCP/IP installation”

* Click “Verify database installation”
* Click “(Re) initialize database

—BJM
|base| Server stalusl Query / Move]

——. Verify TCP/IP installation |

| N

_Elelify database installation |
_. [Re)-initialize database |

Clear worklist database |

tallation

I the DICOM

1eerd

If no errors are present after doing each step outlined above, close the dicomserver window. This will quit
the dicomserver application. Click “Yes” to the alert box:

9 Close the ConQuest DICOM server ?
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FASTPACS WEB SERVER INSTALLATION

The installation of Internet Information Services (lIS) 7.x is required:

Go to Start => Control Panel. Select “Programs and Features”, then click “Turn Windows Features on or
off”. Select the following IIS components to install:

=) . Internet Information Services
O . FTPServer
= ; Web Management Tools
O . 1IS & Management Compatibility
. 1IS Management Console
D , IIS Management Scripts and Tools
O 1S Management Service
= . World Wide Web Services
= . Application Development Features
, NET Extensibility
| ASP
) ASP.NET
, CGI
, ISAPI Extensions
. ISAPI Filters
) Server-Side Includes
= , Common HTTP Features
. Default Document
, Directory Browsing
) HTTP Errors
. HTTP Redirection
, Static Content [
, WebDAV Publishing
Health and Diagnostics
, Custom Logging
) HTTP Logging
) Logging Tools
, ODBC Logging
, Request Monitor
) Tracing
Performance Features
, Dynamic Content Compression
v| | Static Content Compression
= | Security

ANEOREE

B0 O8O0ORE" OROROR

[0 | Basic Authentication

[0 . Client Certificate Mapping Authentication
[0 . Digest Authentication

[0 . 1S Client Certificate Mapping Authentication
| IP Security

| Request Filtering

[ |, URL Authorization

) Windows Authentication
) Internet Information Services Hostable \Web Core
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FASTPACS WEB SERVER INSTALLATION (cont.)

From the latest Distribution, drag the “DIOWave” and “DIOWaveData” folders directly to the root of the C:
drive of the target computer:

[ oo

()= [) - Fesacsts7 - restacsz 152015 -

Organze v 5 0pen

Local Disk (C)

56.8GB free of 74.4GB

Click on “Start” then choose “Run” (below left). Type cmd in the window that opens. (If “Run” is not in the
start menu, right-click on “Start” and choose “Properties”. Choose the “Start Menu” tab then click
“Customize”. Scroll through the list and place a check mark next to “Run command”, then click OK.)

Type the following commands (shown in bold below) following the C:\> prompt in the DOS window that
opens. Note that there is no space between “binPath” and “=":

sc.exe create "DIO_STORAGE" binPath= "C:\DIOWave\bin\dio-storage.exe"

(It should respond "[SC] CreateService SUCCESS")
sc.exe start "DIO_STORAGE"
(It should respond with the Service Name and other info)

Your window should look similar to the following:

cv C:\WINDOWS\system32\cmd.exe

icrosoft Windows XP [Uersion 5.1.260801
(C> Copyright 1985-2001 Microsoft Corp.

:\Documents and Settings\Administrator>sc.exe create "DIO_STORAGE" hinPath= "
DIOWave\hin\dio—storage .exe"
[SC] CreateService SUCCESS

:\Documents and Settings\Administratord>sc.exe start “DIO_STORAGE"

ISERUICE_NAME: DIO_STORAGE
TYPE

: 18 WIN32_OWN_PROCESS

STATE : 2 START_PENDING
(NOT_STOPPABLE.NOT_PAUSABLE, I GNORES _SHUTDOUWN>

WIN32_EXIT_CODE : 8 (Bx8>

SERVICE_EXIT_CODE : @ <8x8>

CHECKPOINT : Bx8

WAIT_HINT : Bx7do

: 1440

:\Documents and Settings\Administrator>_

You have created the service that allows the FastPACS Web Server to receive DICOM images. You may
close the window.
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FASTPACS WEB SERVER INSTALLATION (cont.)

Now set the service you have just created to automatically start upon boot and recover from errors:
Go to Start = Control Panel => Administrative Tools => Services.

Locate “DIO_STORAGE” in the list, right-click it and choose Properties:

Under the General tab, change Startup Type to Automatic (below left). Then select the Recovery tab

(below right) and change the setting of First Failure, Second Failure and Subsequent Failures from “Take
No Action” to “Restart The Service”:

|| D10_STORAGE Properties (Local Computer) x| I DIO_STORAGE Properties (Local Computer) x|
General I Log On I Recovery | Dependencies I I General I LogOn Recovery I Dependencies I
« «
Servicename:  DIO_STORAGE Select the computer's response if this service fails. Help me set up recovery.
¢ ' - ¢ actions,
H Display name: DIO_STORAGE
First failure: | Restart the Service ;]
Take No Action

Description: ;I
LI Second failure: Restart the Service

; Run a Program k
Path to executable: Subsequent failures: Restart the Computer

c:\DIOWave'bin\dio-storage.exe Reset fail count after l—: days
Restart service after: 1 minutes

I~ Enable actions for stops with emors.

Startup type: |.’-uwmahc ﬂ

Hestart Computer, Options

Service status:

Fun program
Start I Stop I Pause Resume I Frogam
You can specify the start parameters that apply when you start the service I
from here. =
Command line parameters
Start perameters: | I~ Append tail count to end of command line (/fail=%1%

OK I Cancel Apply 0K I Cancel | Aoply I

Click “Apply” then click “OK”. Close out the open windows.

Go to Start => Control Panel => Folder Options

Click the “View” tab and Deselect both “Hide extensions for known file types” and “Use Sharing Wizard
(Recommended)”. Click “Apply” then “OK” and close out the open windows:

ﬂ Faer zl
General View I Search | General View I Search |
- Folder views - Folder views

You can apply the view {such as Details or Icons) that
".. E ‘ you are using for this folder to all folders of this type. (EEE ‘

You can apply the view (such as Details or Icons) that
you are using for this folder to all folders of this type.

ApplytoFoldzrs | Reset Foldes | . Applpto Folders |

Advanced settings:
O Show hidden files, folders, and drives :I
Hide empty drives in the Computer folder
[y Hide extensions for known file types
%de protected operating system files (Recommended)
[0 Leunch folder windows in 2 separate process
Managing pairs of Web pages and folders
© Show and manage the pair as & single file
Q Show both parts and manage them individually how preview handlers in preview pane
QO Show both parts but manage as a single file [ Use check boxes to select tems
[ Restore previous folder windows at logon . O
Show drive letters
Show encrypted or compressed NTFS files in color

Advanced settings:
@® Show and manage the pair s a single file ZI
Q Show both parts and manage them individually
Q Show both parts but manage as a single file

[ Restore previous folder windows at logon

ive letters

w encrypted or compressed NTFS files in color

w pop-up description for folder and desktop items J

se Sharing Wizard (Recommended)
"$hen typing into list view
LI Q Automatically type into the Search Box ;I

Restore Defaults Restore Defaults

ok | cancel | mpy | oK | Concel | mmy |
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FASTPACS WEB SERVER INSTALLATION (cont.)

Go to Start => Control Panel => Administrative Tools => Internet Information Services to launch the IIS

Manager.

Click the “+” next to the Computer Name then click the “+” next to Web Sites to reveal “Default Web Site”.

Right-click Default Web Site and navigate to New => Virtual Directory:

This creates /DIOWave = C:\DIOWave\wwwroot (Read document)

Enter Alias DIOWave

Enter Physical Path ¢: \DIOWave \wwwroot

Click “OK”

File View Help

” | q Defaul

=93 ADMIN-PC (Admin-PC\Admin)

Sess

Auth

P,
anc

2} Application Pools Filter:
- @] Sites ASP.NET
& |
3 E L
2 xplore :%
Edit Permissions... 3
NET
:" Add Application... rizati.
= I.Qdd Virtual Directory... |
) E
Edit Bindings... El v"
Trust
Manage Web Site » |vels
83 Refresh a
x Remove B' »
viders
Rename
5] Switch to Content View
o
=
ASP
HTTP
Respo...
Py
sl
eady
COMPANY CONFIDENTIAL

Add Virtual Directory

21|

Site name:  Default Web Site
Path: /

Alias:
prowave

Example: images

Physical path:

[:\D1owave wwwroot

Pass-through authentication

Connect as... | Test Settings... I

[ o |

L

Cancel
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FASTPACS WEB SERVER INSTALLATION (cont.)

Right click on DIOWave and navigate to New => Virtual Directory:

This creates /DIOWave/scripts = C:\DIOWave\scripts (Executable for ISAPI)

Enter Alias scripts

Enter Physical Path c: \DIOWave\scripts

Click “OK”

Ele View Help

r— ~| DIOWave
4| @l
-85 ADMIN-PC (Admin-PC\Admin)
2} Application Pools Filter:
E-[8] Sites ASP.NET
=€ Default Web Site
| aspnet_client §§g \3/
= Per— Rz
] °
21 Explore NET
Edit Permissions. .. + Compilati
:‘ Convert to Application é"—]
=4
:‘ Add Application... NET Use
« Add quuel Directory... |
Manage Virtual Directory » S ;..
83 Refresh Session S
K Remove
5 Switch to Content View
2
ASP Authentice
2= - K
€ =
N &
HTTP IP Addre
Respo... and Dom
~
eady

Add Virtual Directory

ed b

Site name:  Default Web Site
Path: /DIOWave

Alias:

|scripts

Example: images

Physical path:
|c: \DIOWave\scripts

Pass-through authentication

Test Settings... |

[ |

Connect as...

Cancel
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FASTPACS WEB SERVER INSTALLATION (cont.)

Right click on DIOWave and navigate to New => Virtual Directory:

This creates /DIOWave/StudyBrowser.NET = C:\DIOWave\webapp\StudyBrowser.Net (Executable for
scripts)

Enter Alias StudyBrowser .NET
Enter Physical Path c: \DIOWave\webapp\StudyBrowser .NET

H 1 ”
Click “OK
File View Help
2 | _ | DIOwave |
=93 ADMIN-PC (Admin-PC\Admin)
.;'3 Application Pools Filter:
[E-[@] Sites ASP.NET
-6 Default Web Site
S | aspnet_client ggg %
2 Explore NET
Edit Permissions... . Compilatic
:" Convert to Application ‘;’
s =)
5 Add Application...
= NET User
| Add Virfual Directory... |
Manage Virtual Directory > g
M3 Refresh Session St:
XK Remove
{1z, Switch to Content View
2 &
= ¢
ASP Authenticat
B A
=
HTTP IP Addres
Respo... and Dom.
—~
Readv

Add Virtual Directory

Site name:  Default Web Site
Path: /DIOWave
Alias:

lStud\,'Bro'/-.'ser.NI:‘T
Example: images

Physical path:

lc: \DIOWave \webapp\StudyBrowser NET]|

Pass-through authentication

Connect as...

Test Settings... |

[ ox |

L

Cancel
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FASTPACS WEB SERVER INSTALLATION (cont.)

Right-click on the StudyBrowser.NET Virtual Directory and select “Convert to Application”:

File View Help
= e DIOWave/StudyBrowser.NET Home
7| & 2! Explore
613 ADMIN-PC (Admin-PC\Admin) — = Edit Permissions
2 Appiication Pools Filter: v @8co ~ Ghshow Al |Groupby: Area ~ 28]~
B-[8] Sites ASP.NET Al [ Basicsettngs...
=€ Default Web Site s — . Manage Virtual Directory (A
] aspnet_client EE% N & 0 r_ W\ 8
-] DIOWave | N\ 204 3 =5 \/ Browse Virtual Directory
NET NET NET Error NET .NET Profle  .NET Roles @] Browse =80
Authorizati... Compilation Pages Globalization thttp)
|24 Explore P » - Edit Virtual Directory
— ) by
Edit Permissions... ‘53} = ab) iﬁj - Advanced Settings...
Fa) 3 MNET Users Application Connection  Machine Key  Pages and @ Help
LA LET | Settings Strings Controls Online Help
:‘ Add Apphca@n...
@l Add virtual Directory... & _Q:
Manage Virtual Directory ~ » | Session State  SMTP E-mail
3 Refresh
K Remove
[ Switch to Content View ) s | |
= & @ /] s &
ASP Authentication Compression Default Error Pages Handler
Document Mappings
s E o . e
= A= ! 9|
o B o M
HTTP IP Address Logging MIME Types Modules Output
Respo... and Dom... Caching
< P [~
" 1o] e oo
Ready qi:i

Click “Select” in the window that opens. Then choose “Classic .NET AppPool” from the drop down menu:

Add Application

21x|

Default Web Site
/DIOWave

Site name:
Path:

Alias:

Application pool:

I tudyBrowser.NET

Example: sales

Physical path:

|pefauitappPool

Sqlect. o I

|c:\DIOWave\webapp\SmdyBrowser.NEI'

Pass-through authentication

Connect as...

Test Settings...

L

[ o 1|

Cancel

Click “OK” to close out the open windows.

COMPANY CONFIDENTIAL

Add Application i

21x|

Site name:
Path:

Alias:

IStudyBrowser

Example: sale

Physical path:
c:\DIOWave
Pass-through

Connect as..

Pafmiidb thlak Citn

Select Application Pool 2 x|
Application pool:
|Classic NET AppPool :]
DefaultAppPool

Classic .NET AppPool

.Net Framework Version: 2.0
Pipeline mode: Integrated

| OK I Cancel |

Select... I

o |

Cancel

Page 14




FASTPACS WEB SERVER INSTALLATION (cont.)

The following steps must be taken to allow the required .dll extensions to run.

In IS Manager, check that “Features View” is selected. Single-click the scripts Virtual Directory then

double click “Handler Mappings”:

“E Internet Information Services (IIS) Manager o [=] 59|

@g) [LJ » ADMIN-PC » Sites » Default WebSite » DIOWave P scripts P

File Vview Help

_,, ~|  DIOWave/scripts Home
2 | EJ /scrip
93 ADMIN-PC (Admin-PC\Admin)
2 Applcation Pools Filter: > Blco - Ghshowal |Groupby: Area SRS
[ e Sites ASP.NET =
=€ Default Web Site P @
= bin NS o o= 82
-] Dlowave X \ 404 i 0
NET WNET NET Error NET NET Profile NET Roles
StudyBrowser.N Authorizati... Compilation Pages Globalization
| Fuil R P | E
[ Localizations ‘;& E& ab) i!?
JNET Trust NET Users Application Connection  Machine Key Pages an
Levels Settings Strings Controls
2 & [
') =
Providers ~ Session State ~ SMTP E-mail
s
D N iy |
B 9 o @B 4
ASP Authentication Compression Default Error Pages Handl
Document Mappings
— - P
F e I F30)
»y @ = 4
HTTP IP Address Logging MIME Types Modules Output
Respo... and Dom... Caching
< (ol [E = Content View
Ready

You should find “ISAPI-dII” disabled. Single-click it to select it:

Eile View Help

G :
7 E—‘ Handler Mappings
€3 ADMIN-PC (Admin-PC\Admin)
) Appication Pools Use this feature to specify the resources, such as DLLs and managed code, that handle responses for specific
5-08] sites request types.
=} 0 Default Web Site Group by: State <
J aspnet_client Name = [ Path | state [ Path Type | Har a
Elig] DIOWave Disabled
1a| scripts
(@ StudyBrowser.NET 1SAPT-dil “dl _h Disabled File Isa
Enabled
ASPClassic *.asp Enabled File Isa|
AssemblyResourceloader-Integr... \WebResource,axd Enabled Unspecified Sys
AXD-ISAPI-2.0 =axd Enabled Unspecified Isa
HttpRemotingHandlerFactory-re...  *.rem Enabled Unspecified Sys
HttpRemotingHandlerFactory-re... *.rem Enabled Unspecified Isa|
HttpRemotingHandlerFactory-so... .soap Enabled Unspecified Sys
HttpRemotingHandlerFactory-so...  *.soap Enabled Unspecified Isa
isa =isa Enabled Unspecified Isa|
OPTIONSVerbHandler = Enabled Unspecified Pro
PageHandlerFactory-Integrated  “.aspx Enabled Unspecified Sys
PageHandlerFactory-ISAPI-2.0 *,a5D% Enabled Unspecified Isa)
SecurityCertificate *.cer Enabled File Isa—
SimpleHandlerFactory-Integrated *.ashx Enabled Unspecified Sys
SimpleHandlerFactory-ISAPI-2.0 *ashx Enabled Unspecified Isa)
TraceHandler-Integrated trace.axd Enabled Unspecified Sys
TRACEVerbHandler = Enabled Unspecified Pro_
S ——— . s = _l_‘
ﬂ | » D Features Vi - Content View

Configuration: 'Default Web Site/DIOWave/scripts' web.config

COMPANY CONFIDENTIAL

IED < 1@~
2 Explore
Edit Permissions.

D Basic Setting:

Manage Virtual Directory A
Browse Virtual Directory
@] Browse *:30 (http)
Edit Virtual Directory
Advanced Settings...

@ reb

Online Help

Add Managed Handler...
Add Script Map...
Add Wildcard Script Map...
Add Module Mapping.
Edit...

X Remove
Edit Feature Permissions...
Revert To Parent
View Ordered List...

@ rep

Online Help

&
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FASTPACS WEB SERVER INSTALLATION (cont.)

Then click on “Edit Feature Permissions” on the Actions pane on right:

File View Help

A|
€3 ADMIN-PC (Admin-PC\Admin)
2} Application Pools
E-[8] Sites
£ Default Web Site
| aspnet_client
E-#.] DIOWave
1| scripts
StudyBrowser NET

Tj Handler Mappings

& Add Managed Handler...
Add Script Map...
Use this feature to specfy the resaurces, such as DLLs and managed code, that handle responses for specific o
request types. Add Wildcard Script Map...
Groupby: State Add Module Mapping...
Name = [ Path [ state [ Path Type [ Har « Edit...
Disabled K Remove
1SAPI-dI =dl Disabled File Is3
aablcd Ordered List...
ASPClassic *.asp Enabled File Isa @ Help
AssemblyResourceLoader-Integr... \WebResource.axd Enabled Unspecified Sys Online Help
AXD-ISAPI-2.0 *.axd Enabled Unspecified Isa
HttpRemotingHandlerFactory-re...  *.rem Enabled Unspecified Sys
HttpRemotingHandlerFactory-re...  *.rem Enabled Unspecified Isa|
HttpRemotingHandlerFactory-so...  *.soap Enabled Unspecified Sys
HttpRemotingHandlerFactory-so... *.soap Enabled Unspecified Isa|
isa *isa Enabled Unspecified Isal
OPTIONSVerbHandler = Enabled Unspecified Pro
PageHandlerFactory-Integrated *.aspX Enabled Unspecified Sys
PageHandlerFactory-ISAPI-2.0 *.aspx Enabled Unspecified Isa|
SecurityCertificate *.cer Enabled File Isa—
SimpleHandlerFactory-Integrated * ashx Enabled Unspecified Sys
SimpleHandlerFactory-ISAPI-2.0 *.ashx Enabled Unspecified Isa;
TraceHandler-Integrated trace.axd Enabled Unspecified
TRACEVerbHandler = Enabled Unspecified
< |

d b

B Features View

Configuration: ‘Default Web Site/DIOWave/scripts’ web.config

= Content View

Place a check mark in the “Execute” box then click “OK™:

* z2em Enzhlad :i]e
\der! Edit Feature Permissions l] 5] [ inspecif
Permissions: Unspecif
fach | nspecifi
act V' Read | nspecifi
“actt V' script | Inspecif
i "
act Vi Linspeci
| nspecifi
e | nspecifi
SAPL-2.0 .35pX Enabled Unspecif
*.rer Fnahled File

COMPANY CONFIDENTIAL
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FASTPACS WEB SERVER INSTALLATION (cont.)

Locate ISAPI-dIl in the list, which should now be Enabled. Single-click it to select it then click “Edit...” in

the Actions pane on right:

Eile View Help

|

€3 ADMIN-PC (Admin-PC\Admin)
£} Application Pools
=8 Sites
-6 Default Web Site
] aspnet_client
B-f] DIoWave
scripts
StudyBrowser.NET

d b

EJ Handler Mappmgs Add Managed Handler...
Use this festure to specify the resources, such 2s DLLs and mansged code, that handie responses for specfic >
request types. Add Wildcard Script Map...
Groupby: State J Add Module Mapping...
o Lot = leotipe— [bxal || e

AXD-ISAPI-2.0 *.axd Enabled Unspecified Isa X Reive
HttpRemotingHandlerFactory-re... *.rem Enabled Unspecified Sys Edit Feature Permissions...
HttpRemotingHandlerFactory-re... *.rem Enabled Unspecified Isa| Revert To Parent
HttpRemotingHandlerFactoryso...  *.soap Enzbled Unspecified Sys View Ordared Hioto
HttpRemotingHandlerFactory-so...  *.soap Enabled Unspecified Isa

isa *isa Enabled Unspecified Isa @ e

1sAPL-dl =dl Enabled File Isa Onleled
OPTIONSVerbHandler = Enabled Unspecified Pro

PageHandlerFactory-Integrated  “.aspx Enabled Unspecified Sys

PageHandlerFactory-ISAPI-2.0 *,aspx Enabled Unspecified Isa|

SecurityCertificate *.cer Enabled File Isa

SimpleHandlerFactory-Integrated *ashx Enabled Unspecified Sys

SimpleHandlerFactory-ISAPI-2.0 *.ashx Enabled Unspecified Isa|

TraceHandler-Integrated trace.axd Enabled Unspecified Sys

TRACEVerbHandler * Enabled Unspecified Pro

WebAdminHandler-Integrated WebAdmin,axd Enabled Unspecified Sys

WebServiceHandlerFactory-Inte...  *.asmx Enabled Unspecified Sys

\WebServiceHandlerFactory-ISAP... *.asmx Enabled Unspecified Isa|

StaticFile * Enabled File or Folder Sta

< |

- Content View

Configuration: 'Default Web Site/DIOWave/scripts’ web.config

Enter the path of c:\\DIOWave\scripts\dio-image.dIl. Click “OK”. Then click “Yes” to the “Do you want to
allow this ISAPI extension?” alert box that opens:

{
Reguest path:

J=.di
Example: *.bas, wsvc.axd

Module:

IIsaleodu\e

| Executable (optional):

|c: \DIOWave\scripts '»dlo-qm'age.dll

) Name:

J1sap1-di

Request Restriction: |

I

Once done, you can close 1IS Manager.

COMPANY CONFIDENTIAL

~  Requestpath:
- [ [l

Example: *.bas, wsvc.axd

g Sys
9 Module: Isal
g IIsaleodule LI vs
S Edit: Module Map Kl
d s3]
Do you want to allow this ISAPI extension? Click "Yes”™ to add the sa)
bl I extension with an "Allowed” entry to the ISAPI and CGIL o
Ii Restrictions list or to update an existing extension entry to
F "Allowed" in the ISAPI and CGI Restrictions list. Vs
F s3]
if saj
o = Yes, No I Cancel | s
r L\ Sa|
r — Sys
e OK Cancel | Pro
ar. ~ Sys
{andlerFactory-Inte... *.asmx Enabled Unspecified Sys
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FASTPACS WEB SERVER INSTALLATION (cont.)

Special privileges must now be assigned for unique User Accounts on certain directories.
Do the following:

In Windows explorer go to C:\DIOWave, right-click on the folder and select Properties.

Select the Security Tab then click Edit: Then click Add:
X —

- v  Sharewith v  New folder
Generall Sharing ~ Security IPrevious Versionsl Customizel

MM D10wave Properties x| P
Object name:  C:\DIOWave General | Sharing  Securty | Previous Versions | Customize | File foider
Group o use names |
T Atherticated Users ¢ o
Security
82,1USR L I
5‘3‘ SYSTEM Object name:  C:\DIOWave ider
;11 NFTWNRK SFRVICE | _»,ﬂ Group or user names: et
To change pemissions, click Edit. Edi. . 1 82, SYSTEM icer
. B E Sﬂ.ﬁ-dmmlstmtors {Admin-PC\Administrators) ider
Pemissions for Authenticated H 8, Users (Admin-PC\Users)
Users Allow Deny r der
Full control = . der
’ lder
Modfy Add, R
. . Femee | |l
Read & execute Pemissions for Authenticated
List folder contents e low Deny der
Read | L Full control o O 2 | fer
it Fo| Moty o
I
Virte A “ Read & execute [m]
For special pemissions or advanced settings. Advanced L List folder contents o —
click Advanced. |- Read o .

Leam about access control and pemissions

OK I Cancel I Apply |

ok J_comel | ow | | EEREEE———————

Then click Advanced: Click Find Now:

Leam about access control and pemissions

[ M pIOWave Properties.
Generel | Sharng  Securty | Previous Versions | Customize | Jed | ey
_ S Select this object type: F e
B 1B permissions for DIoWave ObeTes. | E@
She.
FIN select users or Grou from ths ocafon:
= K [wec Locations...
- o |
Select this object type: G¢ Common Queries |
Users, Groups, or Builtin security principals ¢
I Name: |g‘a,\g with j I Cofumms,
From this location: H [ 4
1 [ominEe | Desciptior: [Satswin 2] | Ly |
I | Disabled accourts Sip
F  Enterthe object names to select (examples): TRl T ——
L on expiing pas
r ’ S| Depssoeatlogon = 7
P
L
Advanced,. =
e | S A G
- Name (RDN) | In Folder
L Full control a O 2] | feer
F Modify [m}
< Read & exscute a
L List folder contents o — F
| Re o . 1
L
Leam sbout access control and pemissions |
OK | Cancel | Apply |
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FASTPACS WEB SERVER INSTALLATION (cont.)

Select lIS_IUSRS from the list then click OK: Now give this user Modify rights and click “Apply”:
[ 5]
e T Secuny |
. Select this object type: W5

. IUsefs. Groups, or Built4n security principals Object Types... Obje et name: C:\DIOWave
i &h‘ From this location: @

- G — i | Group or user names:
1= - %2 NETWORK SERVICE Al
! Neme:  [Statswih =] | | 82, Administrators {Admin-PC'\Administrators)
C B e | ] 82, Users {Admin-PC\Users)
I~ Disabled accounts Stop 93‘ IIS_IUSRS {Admin-PC\IS_IUSRS)
I No a password a]USR v
1 e | 7 < | »
i Add..
Search results: . Lj ﬂl
Name (RDN) | In Folder ] 4 Pemissions for IUSR Allow
82 Everyone
& Guest ADMIN-PC Full control
82 Guest ADMIN-PC A
IIS_IURS ADMIN-PC Wody

F| & INTERACTIVE Read & execute

|82 usR

| |8 LocaL serv.. List folder contents

_ | @ neTwork Read
82 Network Corfi.. ADMIN-PC
B NETWORK S..
_ %g,?v,jnsa Re. E Leam about access control and pemissions
I —— [ ok 1 oo |_ a0 |

Repeat the same procedure to add users named IUSR and NETWORK
SERVICE. Give each of these users “Modify” rights to the DIOWave folder.
Once this is done do the same procedure for IIS_IUSRS, IUSR and NETWORK
SERVICE users on the DIOWaveData folder.
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FASTPACS WEB SERVER INSTALLATION (cont.)
REDIRECT HOME DIRECTORY:

Launch 1IS Manager and single-click Default Web Site in the Connections pane. Then click “Basic
Settings™:

“E Internet Information Services (IIS) Manager o [=] 3|
6’@) [O » ADMINAC b Sites b Default\ebsSite b & < e

File View Help

2| 0 Default Web Site Home B oo
J Explore
195 ADMIN-PC (Admin-PC\Admin) § o . = Edit Permissions...
2} Application Pools Fiiter: v Bco - (Fyshow Al |Groupby: Area ¥ (s8]~ -
B-[8] Sites ASP.NET Al Edit Site
[ER* Y Defuit Web Site s @ . )
[ aspnet_client EE% NS 'y L K2\ [E sasic settipgs...
-] DIowave & \ 2 04 e 0 N
1 scripts NET NET .NET Error NET NET Profle  .NET Roles iCatons
P StudyBrowser.j | | Authorizati...  Compiation Pages  Globalization View Virtual Directories
43 = -] : e TP
= = Manage Web Site &
-
WNET Trust NET Users Application Connection  MachineKey  Pages and ¢ Restart
Levels Settings Strings Controls b Start
» @ Stop
Q? > & = Browse Web Site
Providers  Session State  SMTP E-mal 8] Browse =:80 (http)
Advanced Settings...
s Configure
_ . Limits...
2 & 4 B -
= i (] 4= @ reb
ASP Authentication Compression Default Error Pages Handler Online Help
Document Mappings
= - K = = -ribm
= = F1a= 1
© E & | b &
HTTP P Address  ISAPIFiters  Logging MIME Types  Modules
Respo... and Dom...
[ S ~ =
4 | v [Elreatures view [{Z Content View
Ready B

Enter the Physical Path of c:\DIOWave\webapp\StudyBrowser.NET and click OK:

Site name: Application pool:
[Defauit web Site [DefauitappPool Select... |

Physical path:
|c: \DIOWave\webapp\StudyBrowser NET 00

Pass-through authentication

&7

Connect as... Test Settings...

OK Cancel
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FASTPACS WEB SERVER INSTALLATION (cont.)

SET DEFAULT DOCUMENT:

Single-click the computer name in the Connections pane then double-click “Default Document”:

“E Internet Information Services (IIS) Manager

=1olx|

@@ [“3 » ADMINPC »

&~ @ -

Fle View Hep
[EREE] ADMIN-PC (Admin-PC\Admin)
2} Application Pools

B-[8] Sites
£1-€9 Default Web Site
[ bin
%] DIOWave

] Localizations

0‘;! ADMIN-PC Home

Filter: v Bfco ~ Ghshow Al |Groupby: Area
ASP.NET A
= . @ @ 9
3 < b9
NET NET JNET Error NET WNET Trust Application
Authorizati... Compilation Pages Globalization Levels Settings
3 = >
ab] il? EEG %?) &3" 1 =
Connection  MachineKey  Pages and Providers ~ Session State  SMTP E-mail
Strings Controls
s
3 N "
ASP Authentication Compression Defal Error Pages Handler
Documerit Mappings
v B¢ 0
o »
HTTP IP Address ISAPI and CGI ISAPI Filters Logging MIME Types
Respo... andDom...  Restrictions —
" ke o= e )
<= e o= Lal @&y
Modules Output Request Server Worker
Caching Filtering Certificates  Processes
=

Manage Server
< Restart
D Start
@ Stop
View Application Pools
View Sites

Change .NET Framework Version

@ Help

Online Help

Ready

—

9

Move default.aspx to the top (or click “Add...” and create it if it doesn’t exist). Delete any entries of
Default.htm and Default.asp that are in this list:

“E Internet Information Services (IIS) Manager

=10l x|

6“) (85 » aovmipc »

CERICE

Ele View Help

=93 ADMIN-PC (Admin-PC\Admin)
Q Application Pools
E-[8] Sites

=€ Default Web Site
[ bin
{1 DIowave
= FujicR
(21 Localizations

0’;' Default Document

Use this feature to specify the default file(s) to return when a dlient does not request a specific file. Set

default documents in order of priority.

Neme | Entry Type
default.aspx Local
Default.htm Local
Default.asp Local
index.htm Local
index.html Local
iisstart.htm Local
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[ Features View |/ Content View

Configuration: 'localhost' applicationHost.config

Add...
XK Remove
4+ Mo {\g\p —
& Mo

Disable

@ Heb

Online Help

own

B
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FASTPACS WEB SERVER INSTALLATION (cont.)

To allow FastPACS to run on 64-bit systems, first single click on Application Pools in the Connections
pane on the left side. Then right-click on the Classic .NET AppPool in the center pane and select
"Advanced Settings...". Change "Enable 32-Bit Applications" from “FALSE” to "TRUE". Click “OK”

Right-click on Default Web Site go to “Manage Web Site” => “Restart” to have the change take effect.

“E Internet Information Services (I1S) Manager

View  Help

€-id|Z |8

@Q IJ » F3DSPW1 » Application Pools
File.

&g Start Page
=3 FaDBPW/ 1 (FSDSPW 1\Administra)
Q Application Pools
=[] Sites
&) Default Web Site

0"3! Application Pools

This page lets vou view and manage the list
Application pools are assodated with worker
applications, and provide isolation among dit
Filter: > e -
Name =~ | stats [ meT
Eﬁdassic JNET App,.. Started v2.0
QDefaultAppPool Started v2.0

=1ofx]

B (General)
\NET Framework Version ¥
Enable 32-Bit Applications

Managed Pipeline Mode assic
Name -
Queue Length 1000
Start Automatically True
B cPu
Limit 0
Limit Action MNoAction
Limit Interval {minutes) 5
Processor Affinity Enabled False -
Processor Affinity Mask 4254567295
B Process Model
Identity ApplicationPoolIdentity
Idle Time-out {minutes) 20
Load User Profile False
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time {seconc 90
Ping Period {seconds) 30
Shutdown Time Limit {seconds) =0}
Stachun Time Limit fsecands) an =

Name

iname] The application pool name is the urique identifier for the application paal,

Ready

Coanient View

When finished, close out all open windows and Reboot the computer.
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FASTPACS WEB SERVER INSTALLATION (cont.)

Launch Internet Explorer and go to http:/localhost. If all goes well you should see something like this:

Precision FasT PACS

New Query Previous List k

23 STUDIES FOUND

FastPACS Web

Find by Patient’s Info

®

Today k Yesterday Find by Study Date

Select Modality: -
Entor Modalities: _

Not for primary inte

u__
it
— &
Nk

But some systems have a problem with http:/localhost. If you see the following error, use the address of
http://127.0.0.1 or http.//xxx.xxx.xxx.xxx (where “xxx” is the IP of your computer) in your browser and it

should correct itself:

/E 1IS 7.5 Detailed Error - 404.0 - Not Found - Windows Internet Explorer =] 3]
pr——

& &) © [€ riwjocahost HTML=/1E e P 2]|8[4][ X| '@ ns7.50etaledEror - 04.... x L 28

Fie Edit View Favorites Tools Help

Server Error in Application "DEFAULT WEB SITE"

Internet Information Services 7.5

- Error y

HTTP Error 404.0 - Not Found

The resource you are looking for has been removed, had its name changed, or is temporarily
unavailable.

Detailed Error Information

Module IIS Web Core Requested URL http://localhost:80/scripts/dio-pages.isa?
HTML=/IE4/StudyBrowser/default.htm

Physical Path C:\DIOWave\webapp\StudyBrowser.NET\scripts\dio-pages.isa
Logon Method Anonymous

Notification MapRequestHandler
Handler StaticFile

Error Code 0x80070002
Logon User Anonymous

r Most likely causes:

* The directory or file specified does not exist on the Web server.
« The URL contains a typographical error.
« A custom filter or module, such as URLScan, restricts access to the file.

Things you can try:

« Create the content on the Web server. ~|
Ri0% v g
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FASTPACS WEB SERVER INSTALLATION (cont.)
Quit Internet Explorer and go to c:\DIOWave\webapp\StudyBrowser.NET
Open query.aspx then press Cntl-F to open a “find” window and search for fastpacs

Upon the second occurrence of fastpacs, highlight the words FastPACS Web:

<DIV STYLE="text-align:center; width:<¥=boxl_width¥>em; margin-1
<SPAN STYLE="font-size:larqge; "> s -</SPAN>I

Replace this text with the name of the customer’s institution:

<DIV STYLE="text-align:center; width:<¥=boxl_width¥%>em; margin-left:
<SPAN STYLE="font-size:large;">x¥z Clinic</SPAN>

Now save the document. This personalizes the installation.
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iQ-VIEW INSTALLATION

Launch the iQ-VIEW installer from the desktop of the target computer. Accept the defaults for the
installation EXCEPT CHANGE THE PORT FROM 104 TO 4000.

With iQ-VIEW running, select the “Network” tab and click the icon in the upper right hand corner that
appears as 3 networked computers (below left). In the window that opens, single-click to highlight the first
entry (below right):

DICOM configuration

Query/Retiieve DICOM Print | Modalty Worklist

Logical name DICOM AE litle

[CONQUESTSRV1

Query Configuration
Network | Database | Filesystem | Email —
Conguest(Example) T : i
t "’l

< >
L) Logical name DICOM AE title IP address Poit number
l Conquest(E xample] CONQUESTSRV1 127.0.01 5678
~

( Add ] ( Clear ] | Change ] ( Save

Enter the new values in the lower part of the window:

Logical Name: ARCHIVE
DICOM AE Title: FPSRV1
IP Address: 127.0.0.1
Port Number: 5680

DICOM configuration.
Query/Retrieve | DICOM Print | Modality Worklist
Test Logical name DICOM AE title IP address Port number
Conquest(Example) CONQUESTSRY1 127.0.0.1 5678
< >
Logical name DICOM AE title IP address Port number
ARCHIVE FPSRV1 127.001 56801
[ Add | [ Clear ] [\ Change | [ Save ]
)

Click “Change” then click “Save”. You may now quit iQ-VIEW.

Go to C:\Program Files\iQ-VIEW then right-click on iQ-VIEW.exe and select “Pin to Start Menu”. Go to the
Start Menu and right-click on “iQ-VIEW.exe” and rename this file “iQ-VIEW”.

Go to Start => All Programs => Startup and right-click on Startup. Choose Open. This will open a new
window. Return to the C:\Program Files\iQ-VIEW window. Right-click and drag on iQ-VIEW.exe and
move your mouse to the Startup window. Release the right mouse button and choose to place a shortcut
in the location.

Open the file custom.ini located at C:\Program Files\iQ-VIEW with Notepad. Navigate to the line that

begins with StudyBrowserForm.StudyGrid.Lines[15]. Remove all text to the right of the equal (=) sign then
save the file and close it.
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ARCHIVE INSTALLATION PART 2

Navigate to C:\dicomserver and double-click the file dicom.ini (NOT dicom.sql)

Insert the following text at the end of this file:

# Forwarding

ExportConverters = 2

ExportConverter0 = FORWARD TO DIO_STORAGE
ExportConverterl = FORWARD TO IQSERVER
IgnoreOutOfMemoryErrors = 1

IMPORTANT: Be sure there is a space both before and after the equal sign (=).

Your file should look like this:

MAIVTY LT — e ZUINUINS TSI Ve Zrana sy

Night1yCleanThreshhold

# Forwarding

ExportConverters =2
ExportConverterQ = FORWARD TO DIO_STORAGE
ExportConverterl = FORWARD TO IQSERVER

IgnoreoutofMemoryErrors 1

Save the file and close it.

Double-click ConquestDICOMServer.exe:

‘% ConquestDICOMServer

A Description: DICOM server user interf.

Select the “Known DICOM Providers” tab:

Remove any existing entries and enter the following:

e

FPSRV1 127.0.0.1 5680 un
DIO_STORAGE 127.0.0.1 104 un
IQSERVER 127.0.0.1 4000 un
* * * un
COMPANY CONFIDENTIAL
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ARCHIVE INSTALLATION PART 2
The “Known DICOM Providers” window should look like this:

{1] ConQuest DICOM server 1.4.14 - FPSRV1 fEx

Configuration | Installation | Maintenance  Known DICOM providers I Browse database | Server status | Query / Move |

/%
* * Save this list
* DICOM AE (Application entity) —> IP address ~ Port map *
* (This is file ACRNEMA. MAP) *
* * o=
* All DICOM systems that want to retrieve images from the Restore thislist
* Conquest DICOM server must be listed here with correct *
* AE name, (IP adress or hostname) and port number. *
#* The first entry is the Conquest system as example. *
* *
* *
* The syntax for each entry is *
* AE <IP adress|Host name> port number compression *
* *
* For compression see manual. Values are un=unconpressed; %
* jl,j2=lossless jpeg.j3..jb=lossy jpeg.nl..nd=nki private *
* *
*/
FPSRV1 127.0.0.1 5680 un
DIO_STORAGE 127.0.0.1 104 un
IQSERVER 127.0.0.1 4000 un
* * * un DS

Hide the server (as tray icon)
About this server
Close the server

When done, click “Save This List”.
Now select the “Configuration” tab.

Click the button “Install Server as NT Service” as shown below. Wait several seconds to allow the
AETitle entry to gray out while a service is being created:

ConQuest DICOM server 1.4.14 - FPSRV1

Configuration I Installation | Maintenance | Known DICOM providers | Browse database | Server status | Query / Move |

. . . . Save configuration
This screen contains essential parameters for operation of the ConQuest DICOM server.
Local unique name of this DICOM server (application entity, AE) : FPSEV1

TCP/IP port to use (other DICOM systems must know this number) : 5680 Restore original configuration

Local disk directory to store DICOM images:  |[&= c: [] -l
Make directory | =
(== dicomserver .
[V Enable JPEG suppott using OFFIS taols Install server Es NT service
Images on disk are stored: (3 dbase

~ HEAD_EXP_00037038
" Uncompressed g prinker_liles - Uninstall server as NT service

(& NKI compressed  JPEG or NKI
" LosslessJPEG " Lossy JPEG
" JPEG or Uncompressed

Images on disk are named:
& Y2 (allows NKI compression)

" DCM (standard format) Hide the server (as tray icon)
Cleanup disk below: (MB) |0

Cleanup nightly below: (MB] |0 M
C:Adicomserver\data
[V Keep Server Alive Frae disk space: F53TE meagatiie M

Close the server window. Click “Yes” at the subsequent dialog box.
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ARCHIVE INSTALLATION PART 2
Go to Start => Control Panel => Administrative Tools => Services.

Locate FPSRV1 in the Services list then right-click and choose Properties.

=lo(x|
File Action View Help
R DT
£} Services (Local)
Select an item to view its description. Name = Description | Status | StartupType [ Logonas | 4|
4, Application Layer G... Providess... Manual Local Service
G4 Application Manage... Processesi... Manual Local System
$4; ASP.NET State Ser... Providess... Manual Network S...
4 Background Intellig... Transfers f... Started Manual Local System
(4 Base Filtering Engine  The Base F... Started Automatic Local Service
G4 BitLocker Drive Enc... BDESVC ho... Manual Local System
4 Block Level Backup ... The WBEN... Manual Local System
(/. Bluetooth Support ... The Blueto... Manual Local Service
G4 BranchCache This servic... Manual Network S...
‘. Certificate Propaga... Copies use... Manual Local System
4, CNG Key Isolation The CNG k... Manual Local System
L. COM+Event System Supports S... Started Automatic Local Service
4 COM+ System Appl... Manages t... Manual Local System
G4 Computer Browser Maintains a... Started Manual Local System
4 Credential Manager  Provides s... Manual Local System
/. Cryptographic Serv... Provides fo... Started Automatic Network S...
54 DCOM Server Proc... The DCOM... Started Automatic Local System
G4 Desktop Window M... ProvidesD... Started Automatic Local System
4 DHCP Client Registers a... Started Automatic Local Service [%
4 Diagnostic Policy Se... The Diagno... Started Automatic Local Service
‘. Diagnostic Service ... The Diagno... Started Manual Local Service’
(4 Diagnostic System ... The Diagno... Manual Local System
. DIO_STORAGE Started Automatic Local System
C+ Disk Defragmenter Provides Di... Manual Local System
4 Distributed Link Tra... Maintains li... Started Automatic Local System L'
Extended A Standard /

Click the “Recovery” tab and change each entry to “Restart the Service”:

Geneﬁll LogOn Recovery |Dependencies|

Select the computer's response i this service fails. Helo me set up recovery

actions.

First failure: IHestan the Service 3
Second failure: IHestan the Service 3
Subsequent failures: IHeaan the Service LI

Take No Action
Restart the Service

Run a Program k
Restart the Computer

[~ Enable actions for stops with emors. Bestart Computer Options... I

Reset fail count after:

Restart service after:

Frun program

Program:
I Browse,.. I
Command line parameters: I

I~ Append|fail count to end of command line (/fail=%1%]

0K I Cancel | Apply I

Click “Apply” then click “OK”. Close the open windows. Reboot the computer.
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INSTALLATION OF HELPER APPLICATIONS

MICROSOFT ACCESS AND EXCEL

Now that the Core Applications have been installed, there are several additional applications that must be
installed and configured.

Insert the Microsoft Office disk, Install Office 2003 (below left), then choose “Custom Install (below right):

© Microsoft Office 2003 AIO.

Microsoft Office Professional Edition 2003 D a
e

aw
Type of Installation gtég a‘g

Welcome to Microsoft Office 2003

Ca .. .

. .0ffice 2003

DTJ Microsoft Office . 1
.. FrontPage 2003 Cla

M\crosol‘: t‘__,“‘
O seoseores Office
1 1.Visio 2003

mﬂ Microsoft Office .
1. Project Professional 2003
Da Microsoft- Office

_22.0neNote 2003

Recommended Install

O Typical Install

or choose another type

O Complete Install
O Minimal Install

Description

Customize your Microsoft Office installation
by choosing which features to install on
your computer. Recommended for
advanced users.

Mote: InfoPath requires Microsoft Internet
Explorer 6.0 or later, For more information,
click the Help button.

o | Ccreate Standalone 1SOs Install to: |C:\Prugram Files\Microsoft Office),

Browse...

De-select all items except Access and Excel then click “Next” to proceed with the installation:

5 Microsoft Office 2003 Setup [SEEI]
Microsoft Office Professional Edition 2003 n a
L
Custom Setup

Select the Microsoft Office 2003 applications you would like to install:

R

[Cword [Ceublisher!
@ Excel Access
["]PowerPoint [ 1infoPath
["] outlook
InfoPath requires Microsoft Internet Explorer version 6.0 or later.

[] Choose advanced customization of applications.

Space Required on C: 492 MB
Space Available on C: 34 GB

[ < Back ” Mext > ] I Cancel ]

Allow the installer to finish then remove the CD. When the installation is finished, be sure to apply the
Office Service Pack 3 update from the distribution.
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DICOM PING

From the Distribution, drag the DICOM Ping folder to the root of the C: drive of the target computer:

still be encrypted and secure.

Note that the web browser on the client computer will display a Certificate Error
because the Certificate was created by an untrusted source, but communications will

l‘:f / Search Folders E-

puter
Files Stored on This Computer
P
infarmation // Shared Documents /’ Administrator's Documents
ve programs
:tking
Hard Disk Drives
P
ocal Disk (C:)
Places

No further installation is necessary.
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/} Daily Backup

File and Folder Tasks A

J’ dicomserver
)
/} iQ-VIEW 2.5.0c

's files

¥ Delete this folder

»

Other Places
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CREATE A SECURE SELF-SIGNED CERTIFICATE

A Server Certificate allows encrypted communication between the PACS Server and remote clients. The
following procedure creates a self-signed certificate for secure communications.

Launch 1IS Manager. Single-click the computer name on the left side then double-click Server
Certificates:

“E Internet Information Services (IIS) Manager =10] x|
@G) |a§ » ADMIN-PC M @ A @ -

Fle View Help

[Comnections [Actions
| #;g ADMIN-PC Home

Manage Server
[ER=] ADMIN-PC (Admin-PC\Admin) § 0 — < Restart
B8] Sites ASP.NET ] - N
49 Default Web Site Stop

JJ g‘lf‘o vove 55% % 0 9 View Application Pools

[ FuiicR NET NET NET Error NET .NETTrust  Application View Sites
=) Localizations Authorizati... Compilation Pages  Globalization  Levels Settings Chair\ge -

;j.b‘ ;!? ETTJ‘ Q?? ) & @ @ Heb

Online Help
Comnection  MachineKey  Pagesand  Providers  Session State  SMTP E-mail

Strings Controls

ns

e & 9 e 2

Authentication Compression Default Error Pages Handler
Document Mappings

ASP
€ & ® ¢ B
Respo.

=
P Address ISAPIandCGI ISAPIFiters  Logging  MIME Types

andDom...  Restrictions o

; o o= =)

& = | R

Modules Output Request Sert Worker

Caching Fitering  Certficates  Processes
=
[ Features view |/ 2 Content View
Ready 9

Click “Create Self-Signed Certificate” in the Action pane on the right side:

e res— ol
6@} [‘3 » ADMINPC » |& < 1@ -

File View Help

@1 Server Certificates
| g Import...
=195 ADMIN-PC (Admin-PC\Admin; NS
d =Y Auphcagon Pools piinir) Use this feature to request and manage certificates that the Web server can use with Web sites configured for Create Certificate Request...
2] E Sites ss. Complete Certificate Request...
&6 Default Web Site Neme = |ssued To | tssued sy Create Domain Certificate. ..
=1 bin M——— T
| DIOWave Create Se\f-iﬁned Certificate...
] Fuji CR
Hell
7 Localizations @ e
Online Help
< | |
[l Features View |/Z Content View
Ready LB
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CREATE A SELF-SIGNED CERTIFICATE (cont.)

Give the Certificate a name that makes logical sense for the installation then click “OK”

Create Self-Signed Certificate

|
|
|

gJ.L‘ Specify Friendly Name

21|

Specify a file name for the certificate request. This information can be sent to a certificate authority
for signing:

Specify a friendly name for the certificate:

fxvz sErver|

[ 1

Cancel I

Single-click Default Web Site on the left side then click “Bindings...” on the Actions pane on the right side:

“E Internet Information Services (IIS) Manager

-0l x|
66) [O » ADMINPC b Sites b DefaultiebSite b |& - e -
File View Help
_? Default Web Site Home
|~ | £ Explore
=] qﬂ ADMIN-PC (Admin-PC\Admin) o = Edit Permissions...
2} Application Pools Fiter: v Bfco - Gshowal |Groupby: Area - 2 —
E-e) Sites ASP.NET N EQILSHE
ISR * Y Defauit Web Site s Bindinyp....
| bin i= N2 { F~ A\ [2] Basic ettings...
] DIowave % NF 0 F, 2 ———
] Fuii R NET .NET .NET Error INET NET Profle  .NET Roles © View Applications
1 Localizations Authorizati... Compilation Pages  Globalization View Virtual Dt
£33 ﬁ | E [—_'l Mana i (a)
=, — T ge Web Site
E » B H s
NETTrust  MNETUsers  Appicaton  Commecton  MachineKey  Pages and v
Levels Settings Strings Controls P start
N @ Stop
[~
') = Browse Web Site
Providers ~ Session State  SMTP E-mail [€] Browse =80 (http)
Advanced Settings...
s Configure
= . = q Limits...
, N & @ b
o= %Z) ‘@l @ &) © reb
AsP Authenticaton Compression  Default  ErrorPages  Handler Online Help
Document Mappings
w & B = o
T h 5=
o ol = <l
HTTP IP Address  ISAPI Filters Logging MIME Types Modules
Respo. and Dom...
- [ |
_Z Content View
Ready §5:
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CREATE A SELF-SIGNED CERTIFICATE (cont.)

Click “Add” then choose https under “Type” and select the Certificate you created with the drop down
menu under “SSL certificate”. The SSL Port is 443 by default. If the IT department at the customer site
requests another port be used, it can be changed here. Click OK when done.

_TY_E Type: IP address: Port: I
|| httr |https :I IA]I Unassigned :I |443
i Host name: —'
SSL certificate: |
, XYZ SERVER = vew.. |
LI— Not selected
FRVER
) OK Cancel | |

Launch a browser to https://localhost (or https://127.0.0.1) to check for functionality.
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DICOMREADER

Launch the DICOMREADER Installer, accept the default settings, and proceed with the installation:

File Edit View Favorites Tools Help

O Back ~ > ﬁ /

Search

Folders E -

Address || 2) C:\Documents and Settings\Administrator\Deskkop\Distr 2-6-09\DICOMReader 2.1 v

File and Folder Tasks

(9 Make anew folder
&) Publish this folder to the

Web

2 Share this folder

Other Places

When the installation

eader_21_Manual.pdf

robat Document

- DIcomR

2 DICOMReader21_setup.exe
Setup Launchel
9 mation Systems Ltd

Description: Setup Launcher

Company: IMAGE Information Systems Ltd.
File Version: 9.50.98.0

Date Created: 7/10/2009 5:57 PM

Size: 3.02 MB

is finished, click on the settings tool (it appears as a wrench):

D@RcadérM

Scan
Send

Files

Errors
- M
- M

Q@ 9

Place check marks next to “start application minimized (as tray icon)” and “ask for new patient data”:

DICOMReader - Options
Application

X

Temporary directory for DICOM send jobs

Ciitemp) [
use file & i filter edit filter list

open media tray after reading {(automatically)

application minimized {as tray icon)

show window "stays on top"
verbose {shows error information in status window)

DICOM transfer
send to a standard destination {(automatically)

edit parameter
for new patient data

do not allow transfer of compressed images
MNOTE: compressed images will allways be converted

| Dicomstations | | DICOMoptions |
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DICOMREADER (cont.)

Click the DICOM Stations button:

[¥] 00 NOC SIoW Cransrer or Compressea Images
MOTE: compressed images will allways be converted

DICOM stations | |  DICOMoptions |

Enter the password: DICOMREADER (in CAPS)

DICOMReader - DICOM station list E &
Stations
Alias AE-Title Host Port
. « » . . EasyPACS EASYPACS localhost 4006
Click “Add” to add a new DICOM destination IQ-VIEW Sta... IQVIEW localhost 104
< >
] [ eat ] [odete |

Now enter the information for the WebWorkstation Archive:
DICOMReader - Add a Station 2| 53

Station
Alias
Alias: ARCHIVE ARCHIVE
AETitle: FPSRV1
Address: 127.0.0.1
Port: 5680

AE Title
FPSRY1
Address
127.0.0.1
Port

5630

o |

Click “OK” when finished.
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DICOMREADER (cont.)

Select “ARCHIVE” from the drop-down menu as the default destination then click “OK”:

DICOMReader - Options 2|
Application
Temporary directory for DICOM send jobs
Ciitemp J
use file extension filter edit filker list

start application minimized (as tray icon)

open media tray after reading {automatically)
show window "stays on top"

verbose {shows error information in status window)

DICOM transfer
send to a standard destination {automatically)

edit parameter

E] anonymize patient data

ask for new patient data

do not allow transfer of compressed images
MOTE: compressed images will allways be converted

[ picomstations | [ DiCOMoptions |

DICOMReader - Options

Application

X

Temporary directory For DICOM send jobs

Ciitemp

use file extension filter

=]
edit filter list

start application minimized {as tray icon)
open media tray after reading {automatically)

show window "stays on top"
verbose (shows error information in status window!
b h formati tat d

DICOM transfer

send to a standard destination {automatically)

[ use forward rules

ARCHIVE v
edit parameter

E] anonymize patient data

ask for new patient data
do not allow transfer of compressed images
MOTE: compressed images will always be converted

[ prcom stations

J

DICOM options |

-

Minimize the DICOMREADER window (below left), then exit DICOMREADER by right-clicking the disk
icon in the right area of the task bar (below right). Only when you quit DICOMREADER in this manner
after the initial installation does it permanently save your settings:

mRoadérM

3|

Files  Error

Scan -
Send -

@9

$

Standard Destination »

Info
Start reading a media manually
Options

Open

Go to C:\Program Files\DICOMReader then right-click and drag on DICOMReader.exe. Release and
select to create a shortcut in this same directory. Right-click on the shortcut and select “Pin to Start
Menu”. Go to the Start Menu and right-click on “Shortcut to DICOMReader.exe” and rename this file

“DICOMReader”.

Go to Start => All Programs => Startup and right-click on Startup. Choose Open. This will open a new
window. Return to the C:\Program Files\DICOMReader window. Right-click and drag on the
DICOMReader shortcut you have created there and move your mouse to the Startup window. Release
your right mouse button and choose to copy this file there.
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DAILY BACKUP

This is an application that runs as a Scheduled Task to perform daily backups of the Archive and Web
databases. This makes recovery easier and less painful in the event of database corruption.

From the Distribution, drag the Daily Backup folder to the root of the C: drive of the target computer.
Navigate to c:\Daily Backup\Bin\ and open the system.ini file by double-clicking on it.

Check that the last two lines of this file read as follows:

c:\DIOWave\db\ = c:\DIOWaveBackup\db\@Weekday\
c:\dicomserver\data\dbase = c:\dicomserverBackup\data\@weekday\

If they do not, change them to read as above.

Close the open windows.

Now the application must be configured to run as a Windows Scheduled Task.
Go to Start = Control Panel => Administrative Tools => Task Scheduler

Click “Create Basic Task” (below left). Give it the name of “Daily Backup” and a description (below right):

Create Basic Task Wizerd

(D] Create a Basic Task

Connectte Ancther Computer... -
) Create a Basic Task Use this wizard to quickly schedule 2 common task. For more advanced options or settings

Trigger such a5 multiple task actions or triggess, use the Create Task command in the Actions pane.

() Tosk Scheduler [E=mjEen )

Actions

(Local) -

i

Action Name: Daily Backup

Finish

Description: | Scheduled backup of web and archive database]

Task Status -

Status of tasks that have started in thefollo... [Last 23 hours -

Summary: 0 tota! - 0 running, 0 succeeded, 0 stopped, 0 failed

Task Neme RunResult  Run Stert Ry
[[Active Tasks al v
Last refreshed at 1/28/2013745:53 AM [ Refresh

Next > Cancel

Select “Daily” then click “Next” (below left). Set the task to run at a time when the customer is closed and
not generating images then click “Next” (below right):

Create Basic Tack Wizard 5= Create Basic Task Wizard 5
— p—
2| K Trigger 5| Daily
& Task Trigger - Daily
Create & Basic Task When do you want the task to start? Create 3 Baslc Task Sttt 12872013 [~ | 90000@0 & ©] Synchronize across time zones
Th Trigger :
EETR ; ), st
Action et Recur every: 1 days
Finish b Action
Menthly a Finish
One time

When the computer starts
Whenlog on

When 2 specific event is logged

[ <Back ][ mea> |[ concel <Back | [ Net> || cancel |
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DAILY BACKUP (cont.)

Select “Start a Program” then click “Next” (lower left). Click “Browse” in the next screen (lower right):

Create Bosic Task Wizerd
)

=

Action

Create  Basic Task

T What action do you want the task to perform?
figger
Daily
® Start s program
Finish

@) Send an e-mail

Display & message

aician] (el

Navigate to c:\Daily Backup\ then Single-click to highlight “DailyBackup.

Then click “Next” (lower right):

Creste Basic Task Wizerd
@ Start a Program

Create 2 Basic Task
Trigger

Daily
Action

Finish

Program/script:

=

Add arguments (cptional)

Startin (optional);

< Back

Browse...

Cancel

exe” and Click “Open” (lower left).

- -
e - - = Create Basic Task Wizard =
@O [ s « Local Disk (C:) » Daily Backup » ol e
@ Start a Program
Organize v New folder [ @
B Desktop 4 Name - Type
8 Downloads Create a Basic Task
s File falder i
4| Recent Places e S Trigger Program/script:
= ¥ DailyBackup.exe Application Dail
53 roboconyone e ly C:\Daily Backup\DailyBackup.exe”
54 Libraries o Sl Action

2 b systemini
) Documents

o Music
&= Pictures

B videos

.

« Homegroup

% Computer
& Local Disk (C:)

€ Network - [ it J v
v |Alifiles 1) =

File name: DailyBackup.exe

Start 8 Program

Finish

Add arguments (cptional):

Startin (optional):

[ <Back [ nea> |[ cancel

Review your settings then click “Finish” (lower left). Quit the Task Scheduler then relaunch it and click on
“Task Scheduler Library” to see your scheduled task listed (below right):

Create Basic Task Wizard 5
@] Summary
Create a Basic Task
Trigger Neme: [Daily Backup]
Dl Description:  Scheduled backup of web and archive databeses
Action
Start 2 Program
Finish
Trigger  Daily; At9:00 PM every day
Action:  Starta program; "C:\Daily Backup\DailyBackup.exe
[T] Open the Properties dialog for this task when I click Finish
When you lick Finish, the new task will be created and added to your Windows schedule.
<Back | [ Finish | [ cancel

() Task Scheduler F=% Eo8 =
Fie Action View Hep
«» 2@ aE
© Task j::::l;u:::i Name Status Triggers Next Run Time Lost Run| [ Actions
B R0t Gackup _ Ready At920 PM every day 1/ZR/20135:0000 PM_Never[IRCEES T EREY =

) Creste aic Task.
% CresteTosk
Import Tesk.
T Displey All Running Tasks
] Encble Al Tesks History

v | | m1 NewFolder,

Gener! [ Tigges] Actions | Conitons | Sevngs | ey Gsbiss]

Nome: Daily Backup
Location:
Author.  Admin-PC\Admin

Description:  Scheduled backup of web and archive databases

Securty options

Vehen running the task. use the following user account:
Admin-PO\Admin
@ Run only when user s logged on

View »
(@ Refresh

B Hep

. Ed

& Dissble
Epor

5 Propenies

X Delcte

B Hep
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OTHER ITEMS

Adobe Reader.
From the Distribution or via direct download, Install Adobe Reader 9 on the target system. After

installation, check for proper launch of Adobe Reader by launching iQ-VIEW then clicking on the help icon
on the main screen:

Qv

Adobe Reader should launch. Accept the Adobe Reader license agreement. The iQ-VIEW User Guide
should now be displayed. Quit iQ-VIEW. Then delete the Adobe Reader and acrobat shortcuts that have
been deposited on the desktop.

Power Settings.
Go to Start => Control Panel => Power Options and set the system to Never Hibernate and Never
Standby. Hard Drives should be set to Never Turn Off. The monitor should be set to power save after 10

minutes. The selected Screen Saver should be “None”.

Power Schemes | Advanced  Hibemate | UPS
9 Select the power scheme with the most appropriate settings for
4,4) this computer. Note that changing the settings below will modify
the selected scheme.
Pawer schemes
Home/Office Desk v
Settings for Home/Office Desk power scheme
Turmn off monitor: After 10 mins v
Tum off hard disks: Never 1%
System standby: Never v

Remote Access.

Launch Internet Explorer and navigate to www.realvnc.com. Download the free version of the Windows
executable. After downloading, launch the installer and accept the default settings. At the end of the
installation click the “Configure” button and type pdsisupport as the password in the two entry areas
that appear. A VNC icon should now be present in the lower right task bar. VNC is primarily used for
access to this machine when on the customer’s LAN.

LogMeln must also be installed and linked to our Master Account for WAN support of this machine.
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CLEANING UP

Make it a professional installation:

From the Distribution, copy the desktop pattern WebWorkstation Desktop2.jpg to the My Pictures folder
located in My Documents on the target computer.

Right-click on the computer desktop and select this file as your desktop pattern.
Move all files remaining on the desktop to the Recycle Bin and empty it.

The only thing that should be left on your desktop is the Recycle Bin.

FastPACS WebWorkstation
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