
PRECISION BACKUP 
As part of  the Security Standards required by HIPAA, specifically section 164.308(a)(7), medical providers must have 
a documented contingency plan that “establishes (and implements as needed) policies and procedures for 
responding to an emergency or other occurrence (for example, fire, vandalism, system failure, and natural disaster) 
that damages systems that contain electronic protected health information.” 

From the HIPAA Regulations: 

April 20, 2005: Security Standards must be implemented. 

Section 164.308(a)(7)(ii) (ii) lists the specifications of how to implement the Security 
Standards, including:  

(A) Data backup plan (Required). Establish and implement procedures to create and 
maintain retrievable exact copies of electronic protected health information. 
(B) Disaster recovery plan (Required). Establish (and implement as needed) procedures to 
restore any loss of data. 
(C) Emergency mode operation plan (Required). Establish (and implement as needed) 
procedures to enable continuation of critical business processes for protection of the 
security of electronic protected health information while operating in emergency mode. 

We fill the need. Precision Backup maintains an on-line, off-site DICOM server for 
your site and retains and stores an identical set of your images in real time. In the 
event of a catastrophic event at your facility, your data is replicated and secure. All 
of this is furnished to you for a low one-time cost per-study - for the life of the study.  

Precision Backup frees your hands to comply with HIPAA regulations and get on 
with your daily work.
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Automated Operation: 

Your backups occur 
automatically in the 
background, requiring no 
oversight, supervision or 
tasks from your staff.
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